
Backup for VMware, Hyper-V, and AWS EC2 
NAKIVO Backup & Replication provides image-based, application-
aware, incremental backup for VMware, Hyper-V, and AWS EC2 
environments. This means that NAKIVO Backup & Replication can 
capture all VM data while ensuring the consistency of applications 
and databases running in VMs (such as Exchange, Active Directory, 
MS SQL, SharePoint, etc.). 

NAKIVO Backup & Replication leverages native change tracking 
technologies (VMware CBT/Hyper-V RCT) to instantly identify 
changed data. Only changed blocks are copied to the backup 
repository. You can save up to 1,000 recovery points for each VM 
backup, rotating them on a daily, weekly, monthly, and yearly basis. 

Backup Copy Offsite and to Cloud
VM backups can be damaged, get accidentally deleted, or become 
unavailable. Backup Copy jobs allow you to create and maintain 
copies of your backups. 

You can configure Backup Copy jobs based on your needs: run 
Backup Copy jobs on their own schedule, send backup copies offsite 
or to Azure/AWS clouds, maintain a mirrored copy of a backup 
repository, or fine-tune which backups get copied, when, and how.

Screenshot Verification
NAKIVO Backup & Replication provides an automated way to near-
instantly verify VMware and Hyper-V VM backups. After a VM backup 
is completed, the product can instantly recover the VM, wait until 
the OS has booted, make a screenshot of the OS, discard the test-
recovered VM, and send you a report with the screenshot via email. 
This way you don’t have to just trust that the backups are functional; 
you can see (and show your management) that your 
VMs can be recovered from the backups.

Automated VM Protection
You can ensure that important VMs are always backed up by 
protecting entire containers, such as resource pools, folders, hosts, 
and clusters. This way, all new VMs that are created in or moved to 
a protected container are automatically included in the relevant VM 
backup and replication jobs.
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Solução rápida, confiável e barata para proteção de dados em ambientes cloud 

Backup for VMware, Hyper-V, and AWS EC2 
NAKIVO Backup & Replication provides image-based, application-
aware, incremental backup for VMware, Hyper-V, and AWS EC2 
environments. This means that NAKIVO Backup & Replication can 
capture all VM data while ensuring the consistency of applications 
and databases running in VMs (such as Exchange, Active Directory, 
MS SQL, SharePoint, etc.). 

NAKIVO Backup & Replication leverages native change tracking 
technologies (VMware CBT/Hyper-V RCT) to instantly identify 
changed data. Only changed blocks are copied to the backup 
repository. You can save up to 1,000 recovery points for each VM 
backup, rotating them on a daily, weekly, monthly, and yearly basis. 

Backup Copy Offsite and to Cloud
VM backups can be damaged, get accidentally deleted, or become 
unavailable. Backup Copy jobs allow you to create and maintain 
copies of your backups. 

You can configure Backup Copy jobs based on your needs: run 
Backup Copy jobs on their own schedule, send backup copies offsite 
or to Azure/AWS clouds, maintain a mirrored copy of a backup 
repository, or fine-tune which backups get copied, when, and how.

Screenshot Verification
NAKIVO Backup & Replication provides an automated way to near-
instantly verify VMware and Hyper-V VM backups. After a VM backup 
is completed, the product can instantly recover the VM, wait until 
the OS has booted, make a screenshot of the OS, discard the test-
recovered VM, and send you a report with the screenshot via email. 
This way you don’t have to just trust that the backups are functional; 
you can see (and show your management) that your 
VMs can be recovered from the backups.

Automated VM Protection
You can ensure that important VMs are always backed up by 
protecting entire containers, such as resource pools, folders, hosts, 
and clusters. This way, all new VMs that are created in or moved to 
a protected container are automatically included in the relevant VM 
backup and replication jobs.
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Backup for VMware, Hyper-V, and AWS EC2 
NAKIVO Backup & Replication provides image-based, application-
aware, incremental backup for VMware, Hyper-V, and AWS EC2 
environments. This means that NAKIVO Backup & Replication can 
capture all VM data while ensuring the consistency of applications 
and databases running in VMs (such as Exchange, Active Directory, 
MS SQL, SharePoint, etc.). 

NAKIVO Backup & Replication leverages native change tracking 
technologies (VMware CBT/Hyper-V RCT) to instantly identify 
changed data. Only changed blocks are copied to the backup 
repository. You can save up to 1,000 recovery points for each VM 
backup, rotating them on a daily, weekly, monthly, and yearly basis. 

Backup Copy Offsite and to Cloud
VM backups can be damaged, get accidentally deleted, or become 
unavailable. Backup Copy jobs allow you to create and maintain 
copies of your backups. 

You can configure Backup Copy jobs based on your needs: run 
Backup Copy jobs on their own schedule, send backup copies offsite 
or to Azure/AWS clouds, maintain a mirrored copy of a backup 
repository, or fine-tune which backups get copied, when, and how.

Screenshot Verification
NAKIVO Backup & Replication provides an automated way to near-
instantly verify VMware and Hyper-V VM backups. After a VM backup 
is completed, the product can instantly recover the VM, wait until 
the OS has booted, make a screenshot of the OS, discard the test-
recovered VM, and send you a report with the screenshot via email. 
This way you don’t have to just trust that the backups are functional; 
you can see (and show your management) that your 
VMs can be recovered from the backups.

Automated VM Protection
You can ensure that important VMs are always backed up by 
protecting entire containers, such as resource pools, folders, hosts, 
and clusters. This way, all new VMs that are created in or moved to 
a protected container are automatically included in the relevant VM 
backup and replication jobs.
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NAKIVO Backup & Replication v8.0 para VMware, Hyper-V, e
AWS EC2
Solução rápida, confiável e barata para proteção de dados em ambientes cloud

Backup for VMware, Hyper-V, and AWS EC2 
NAKIVO Backup & Replication provides image-based, application-
aware, incremental backup for VMware, Hyper-V, and AWS EC2 
environments. This means that NAKIVO Backup & Replication can 
capture all VM data while ensuring the consistency of applications 
and databases running in VMs (such as Exchange, Active Directory, 
MS SQL, SharePoint, etc.). 

NAKIVO Backup & Replication leverages native change tracking 
technologies (VMware CBT/Hyper-V RCT) to instantly identify 
changed data. Only changed blocks are copied to the backup 
repository. You can save up to 1,000 recovery points for each VM 
backup, rotating them on a daily, weekly, monthly, and yearly basis. 

Backup Copy Offsite and to Cloud
VM backups can be damaged, get accidentally deleted, or become 
unavailable. Backup Copy jobs allow you to create and maintain 
copies of your backups. 

You can configure Backup Copy jobs based on your needs: run 
Backup Copy jobs on their own schedule, send backup copies offsite 
or to Azure/AWS clouds, maintain a mirrored copy of a backup 
repository, or fine-tune which backups get copied, when, and how.

Screenshot Verification
NAKIVO Backup & Replication provides an automated way to near-
instantly verify VMware and Hyper-V VM backups. After a VM backup 
is completed, the product can instantly recover the VM, wait until 
the OS has booted, make a screenshot of the OS, discard the test-
recovered VM, and send you a report with the screenshot via email. 
This way you don’t have to just trust that the backups are functional; 
you can see (and show your management) that your 
VMs can be recovered from the backups.

Automated VM Protection
You can ensure that important VMs are always backed up by 
protecting entire containers, such as resource pools, folders, hosts, 
and clusters. This way, all new VMs that are created in or moved to 
a protected container are automatically included in the relevant VM 
backup and replication jobs.
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Backup para VMware, Hyper-V e AWS EC2
NAKIVO Backup & Replication fornece para ambientes Vmware,
Hyper-V e AWS EC2 backups incrementais, baseados em imagem e
que consideram as características das aplicações. Isto significa que o
NAKIVO Backup & Replication pode capturar todos os dados da VM
enquanto garante a consistência das aplicações e bancos de dados em
execução nas VMs (Exchange, Active Directory, MS SQL, SharePoint,
etc.).

Backup Copy Externo e para cloud
Backups das VMs podem ser danificados, apagados acidentalmente ou
se tornarem indisponíveis, o deixando sem opção de recuperação.
Tarefas de Backup Copy permitem criar cópias dos seus backups e
enviá-los para um site remoto ou para uma núvem pública. Você pode
escolher entre manter uma cópia espelhada de um repositório de
backup ou escolher exatamente quais backups copiar, quando e
como.

Proteção de VMs Automatizada
Você pode ter certeza que as VMs importantes serão sempre
protegidas pela proteção do container inteiro, como pools de
recursos, pastas, hosts e clusters. Desta forma todas a novas VMs
criadas e movidas para um container protegido são automaticamente
incluídas nas tarefas de backup e replicação.

Redução do tamanho do Backup
NAKIVO Backup & Replication automaticamente exclui os arquivos de
swap dos backups de VMs, elimina duplicidades e comprime dados
para reduzir ainda mais seu tamanho. Isto pode reduzir drasticamente
sua necessidade de espaço.

Recuperação Instantânea
Com NAKIVO Backup & Replication você pode instantaneamente
recuperar VMs, arquivos ou objetos de aplicações (Microsoft
Exchange, Active Directory e SQL são suportados). A recuperação é
realizada diretamente dos backups de VMs comprimidos e
deduplicados; sem a necessidade de restaurar a VM inteira. Arquivos e
objetos podem ser restaurados para o seu local original, enviados por
email ou baixados via browser.

Recuperação Cross-Platform
Com NAKIVO Backup & Replication você pode exportar VMs entre
plataformas para recuperar VMs Vmware para um ambiente Hyper-V e
vice versa.

Principais Benefícios

Instale em um dispositivo
NAS e acelere o backup de 
VM em até 2x

Proteja ambientes 
VMware,Hyper-V e AWS 
EC2 com um único produto

Backup mais rápido com 
LAN-free e funcionalidades 
de Network Acceleration

Redução de tamanho de 
backup

Recupere 
instantaneamente VMs, 
arquivos e componentes de 
aplicações

Recuperação de Falhas de 
um site inteiro com um 
único clique

Configure testes regulares 
de recuperação de falhas

Melhore o uptime com 
RTOs e RPOs de apenas 10 
minutos

Escale com seu 
crescimento: os maiores 
clientes NAKIVO protegem 
+7.000 VMs, em +200 
localidades

Economize com a 
viabilidade de preços

Backup for VMware, Hyper-V, and AWS EC2 
NAKIVO Backup & Replication provides image-based, application-
aware, incremental backup for VMware, Hyper-V, and AWS EC2 
environments. This means that NAKIVO Backup & Replication can 
capture all VM data while ensuring the consistency of applications 
and databases running in VMs (such as Exchange, Active Directory, 
MS SQL, SharePoint, etc.). 

NAKIVO Backup & Replication leverages native change tracking 
technologies (VMware CBT/Hyper-V RCT) to instantly identify 
changed data. Only changed blocks are copied to the backup 
repository. You can save up to 1,000 recovery points for each VM 
backup, rotating them on a daily, weekly, monthly, and yearly basis. 

Backup Copy Offsite and to Cloud
VM backups can be damaged, get accidentally deleted, or become 
unavailable. Backup Copy jobs allow you to create and maintain 
copies of your backups. 

You can configure Backup Copy jobs based on your needs: run 
Backup Copy jobs on their own schedule, send backup copies offsite 
or to Azure/AWS clouds, maintain a mirrored copy of a backup 
repository, or fine-tune which backups get copied, when, and how.

Screenshot Verification
NAKIVO Backup & Replication provides an automated way to near-
instantly verify VMware and Hyper-V VM backups. After a VM backup 
is completed, the product can instantly recover the VM, wait until 
the OS has booted, make a screenshot of the OS, discard the test-
recovered VM, and send you a report with the screenshot via email. 
This way you don’t have to just trust that the backups are functional; 
you can see (and show your management) that your 
VMs can be recovered from the backups.

Automated VM Protection
You can ensure that important VMs are always backed up by 
protecting entire containers, such as resource pools, folders, hosts, 
and clusters. This way, all new VMs that are created in or moved to 
a protected container are automatically included in the relevant VM 
backup and replication jobs.
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Backup for VMware, Hyper-V, and AWS EC2 
NAKIVO Backup & Replication provides image-based, application-
aware, incremental backup for VMware, Hyper-V, and AWS EC2 
environments. This means that NAKIVO Backup & Replication can 
capture all VM data while ensuring the consistency of applications 
and databases running in VMs (such as Exchange, Active Directory, 
MS SQL, SharePoint, etc.). 

NAKIVO Backup & Replication leverages native change tracking 
technologies (VMware CBT/Hyper-V RCT) to instantly identify 
changed data. Only changed blocks are copied to the backup 
repository. You can save up to 1,000 recovery points for each VM 
backup, rotating them on a daily, weekly, monthly, and yearly basis. 

Backup Copy Offsite and to Cloud
VM backups can be damaged, get accidentally deleted, or become 
unavailable. Backup Copy jobs allow you to create and maintain 
copies of your backups. 

You can configure Backup Copy jobs based on your needs: run 
Backup Copy jobs on their own schedule, send backup copies offsite 
or to Azure/AWS clouds, maintain a mirrored copy of a backup 
repository, or fine-tune which backups get copied, when, and how.

Screenshot Verification
NAKIVO Backup & Replication provides an automated way to near-
instantly verify VMware and Hyper-V VM backups. After a VM backup 
is completed, the product can instantly recover the VM, wait until 
the OS has booted, make a screenshot of the OS, discard the test-
recovered VM, and send you a report with the screenshot via email. 
This way you don’t have to just trust that the backups are functional; 
you can see (and show your management) that your 
VMs can be recovered from the backups.

Automated VM Protection
You can ensure that important VMs are always backed up by 
protecting entire containers, such as resource pools, folders, hosts, 
and clusters. This way, all new VMs that are created in or moved to 
a protected container are automatically included in the relevant VM 
backup and replication jobs.
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Backup for VMware, Hyper-V, and AWS EC2 
NAKIVO Backup & Replication provides image-based, application-
aware, incremental backup for VMware, Hyper-V, and AWS EC2 
environments. This means that NAKIVO Backup & Replication can 
capture all VM data while ensuring the consistency of applications 
and databases running in VMs (such as Exchange, Active Directory, 
MS SQL, SharePoint, etc.). 

NAKIVO Backup & Replication leverages native change tracking 
technologies (VMware CBT/Hyper-V RCT) to instantly identify 
changed data. Only changed blocks are copied to the backup 
repository. You can save up to 1,000 recovery points for each VM 
backup, rotating them on a daily, weekly, monthly, and yearly basis. 

Backup Copy Offsite and to Cloud
VM backups can be damaged, get accidentally deleted, or become 
unavailable. Backup Copy jobs allow you to create and maintain 
copies of your backups. 

You can configure Backup Copy jobs based on your needs: run 
Backup Copy jobs on their own schedule, send backup copies offsite 
or to Azure/AWS clouds, maintain a mirrored copy of a backup 
repository, or fine-tune which backups get copied, when, and how.

Screenshot Verification
NAKIVO Backup & Replication provides an automated way to near-
instantly verify VMware and Hyper-V VM backups. After a VM backup 
is completed, the product can instantly recover the VM, wait until 
the OS has booted, make a screenshot of the OS, discard the test-
recovered VM, and send you a report with the screenshot via email. 
This way you don’t have to just trust that the backups are functional; 
you can see (and show your management) that your 
VMs can be recovered from the backups.

Automated VM Protection
You can ensure that important VMs are always backed up by 
protecting entire containers, such as resource pools, folders, hosts, 
and clusters. This way, all new VMs that are created in or moved to 
a protected container are automatically included in the relevant VM 
backup and replication jobs.
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Backup for VMware, Hyper-V, and AWS EC2 
NAKIVO Backup & Replication provides image-based, application-
aware, incremental backup for VMware, Hyper-V, and AWS EC2 
environments. This means that NAKIVO Backup & Replication can 
capture all VM data while ensuring the consistency of applications 
and databases running in VMs (such as Exchange, Active Directory, 
MS SQL, SharePoint, etc.). 

NAKIVO Backup & Replication leverages native change tracking 
technologies (VMware CBT/Hyper-V RCT) to instantly identify 
changed data. Only changed blocks are copied to the backup 
repository. You can save up to 1,000 recovery points for each VM 
backup, rotating them on a daily, weekly, monthly, and yearly basis. 

Backup Copy Offsite and to Cloud
VM backups can be damaged, get accidentally deleted, or become 
unavailable. Backup Copy jobs allow you to create and maintain 
copies of your backups. 

You can configure Backup Copy jobs based on your needs: run 
Backup Copy jobs on their own schedule, send backup copies offsite 
or to Azure/AWS clouds, maintain a mirrored copy of a backup 
repository, or fine-tune which backups get copied, when, and how.

Screenshot Verification
NAKIVO Backup & Replication provides an automated way to near-
instantly verify VMware and Hyper-V VM backups. After a VM backup 
is completed, the product can instantly recover the VM, wait until 
the OS has booted, make a screenshot of the OS, discard the test-
recovered VM, and send you a report with the screenshot via email. 
This way you don’t have to just trust that the backups are functional; 
you can see (and show your management) that your 
VMs can be recovered from the backups.

Automated VM Protection
You can ensure that important VMs are always backed up by 
protecting entire containers, such as resource pools, folders, hosts, 
and clusters. This way, all new VMs that are created in or moved to 
a protected container are automatically included in the relevant VM 
backup and replication jobs.
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Backup for VMware, Hyper-V, and AWS EC2 
NAKIVO Backup & Replication provides image-based, application-
aware, incremental backup for VMware, Hyper-V, and AWS EC2 
environments. This means that NAKIVO Backup & Replication can 
capture all VM data while ensuring the consistency of applications 
and databases running in VMs (such as Exchange, Active Directory, 
MS SQL, SharePoint, etc.). 

NAKIVO Backup & Replication leverages native change tracking 
technologies (VMware CBT/Hyper-V RCT) to instantly identify 
changed data. Only changed blocks are copied to the backup 
repository. You can save up to 1,000 recovery points for each VM 
backup, rotating them on a daily, weekly, monthly, and yearly basis. 

Backup Copy Offsite and to Cloud
VM backups can be damaged, get accidentally deleted, or become 
unavailable. Backup Copy jobs allow you to create and maintain 
copies of your backups. 

You can configure Backup Copy jobs based on your needs: run 
Backup Copy jobs on their own schedule, send backup copies offsite 
or to Azure/AWS clouds, maintain a mirrored copy of a backup 
repository, or fine-tune which backups get copied, when, and how.

Screenshot Verification
NAKIVO Backup & Replication provides an automated way to near-
instantly verify VMware and Hyper-V VM backups. After a VM backup 
is completed, the product can instantly recover the VM, wait until 
the OS has booted, make a screenshot of the OS, discard the test-
recovered VM, and send you a report with the screenshot via email. 
This way you don’t have to just trust that the backups are functional; 
you can see (and show your management) that your 
VMs can be recovered from the backups.

Automated VM Protection
You can ensure that important VMs are always backed up by 
protecting entire containers, such as resource pools, folders, hosts, 
and clusters. This way, all new VMs that are created in or moved to 
a protected container are automatically included in the relevant VM 
backup and replication jobs.

  

  

 � Back up faster with 
LAN-free and Network 
Acceleration features

   
with global backup 
deduplication, 
compression, and swap 
data exclusion

 

 
RTOs and RPOs of just  
10 minutes

 � Scale out as you grow: 
the largest NAKIVO 
customers protect 
7,000+ VMs, span 200+ 
locations

 � Save your budget with 
affordable pricing

1

    
     

     
     

          

NAKIVO Backup & Replication v7.4 
para VMware, Hyper-V, e AWS EC2

Ficha Técnica

  
    

    
 

    
     

    
      

   

     

      
   

 
  
         
   
  

 
 

   
 

 

R e c u p e r e 
instantaneamente VMs, 
arquivos e objetos de 
aplicações
 Improve uptime with 
 

 Reduza backup size

Solução rápida, confiável e barata para proteção de dados em ambientes cloud 

Backup for VMware, Hyper-V, and AWS EC2 
NAKIVO Backup & Replication provides image-based, application-
aware, incremental backup for VMware, Hyper-V, and AWS EC2 
environments. This means that NAKIVO Backup & Replication can 
capture all VM data while ensuring the consistency of applications 
and databases running in VMs (such as Exchange, Active Directory, 
MS SQL, SharePoint, etc.). 

NAKIVO Backup & Replication leverages native change tracking 
technologies (VMware CBT/Hyper-V RCT) to instantly identify 
changed data. Only changed blocks are copied to the backup 
repository. You can save up to 1,000 recovery points for each VM 
backup, rotating them on a daily, weekly, monthly, and yearly basis. 

Backup Copy Offsite and to Cloud
VM backups can be damaged, get accidentally deleted, or become 
unavailable. Backup Copy jobs allow you to create and maintain 
copies of your backups. 

You can configure Backup Copy jobs based on your needs: run 
Backup Copy jobs on their own schedule, send backup copies offsite 
or to Azure/AWS clouds, maintain a mirrored copy of a backup 
repository, or fine-tune which backups get copied, when, and how.

Screenshot Verification
NAKIVO Backup & Replication provides an automated way to near-
instantly verify VMware and Hyper-V VM backups. After a VM backup 
is completed, the product can instantly recover the VM, wait until 
the OS has booted, make a screenshot of the OS, discard the test-
recovered VM, and send you a report with the screenshot via email. 
This way you don’t have to just trust that the backups are functional; 
you can see (and show your management) that your 
VMs can be recovered from the backups.

Automated VM Protection
You can ensure that important VMs are always backed up by 
protecting entire containers, such as resource pools, folders, hosts, 
and clusters. This way, all new VMs that are created in or moved to 
a protected container are automatically included in the relevant VM 
backup and replication jobs.
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Screenshot Verification
NAKIVO Backup & Replication provides an automated way to near-
instantly verify VMware and Hyper-V VM backups. After a VM backup 
is completed, the product can instantly recover the VM, wait until 
the OS has booted, make a screenshot of the OS, discard the test-
recovered VM, and send you a report with the screenshot via email. 
This way you don’t have to just trust that the backups are functional; 
you can see (and show your management) that your 
VMs can be recovered from the backups.

Automated VM Protection
You can ensure that important VMs are always backed up by 
protecting entire containers, such as resource pools, folders, hosts, 
and clusters. This way, all new VMs that are created in or moved to 
a protected container are automatically included in the relevant VM 
backup and replication jobs.
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Backup for VMware, Hyper-V, and AWS EC2 
NAKIVO Backup & Replication provides image-based, application-
aware, incremental backup for VMware, Hyper-V, and AWS EC2 
environments. This means that NAKIVO Backup & Replication can 
capture all VM data while ensuring the consistency of applications 
and databases running in VMs (such as Exchange, Active Directory, 
MS SQL, SharePoint, etc.). 

NAKIVO Backup & Replication leverages native change tracking 
technologies (VMware CBT/Hyper-V RCT) to instantly identify 
changed data. Only changed blocks are copied to the backup 
repository. You can save up to 1,000 recovery points for each VM 
backup, rotating them on a daily, weekly, monthly, and yearly basis. 

Backup Copy Offsite and to Cloud
VM backups can be damaged, get accidentally deleted, or become 
unavailable. Backup Copy jobs allow you to create and maintain 
copies of your backups. 

You can configure Backup Copy jobs based on your needs: run 
Backup Copy jobs on their own schedule, send backup copies offsite 
or to Azure/AWS clouds, maintain a mirrored copy of a backup 
repository, or fine-tune which backups get copied, when, and how.

Screenshot Verification
NAKIVO Backup & Replication provides an automated way to near-
instantly verify VMware and Hyper-V VM backups. After a VM backup 
is completed, the product can instantly recover the VM, wait until 
the OS has booted, make a screenshot of the OS, discard the test-
recovered VM, and send you a report with the screenshot via email. 
This way you don’t have to just trust that the backups are functional; 
you can see (and show your management) that your 
VMs can be recovered from the backups.

Automated VM Protection
You can ensure that important VMs are always backed up by 
protecting entire containers, such as resource pools, folders, hosts, 
and clusters. This way, all new VMs that are created in or moved to 
a protected container are automatically included in the relevant VM 
backup and replication jobs.
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Backup for VMware, Hyper-V, and AWS EC2 
NAKIVO Backup & Replication provides image-based, application-
aware, incremental backup for VMware, Hyper-V, and AWS EC2 
environments. This means that NAKIVO Backup & Replication can 
capture all VM data while ensuring the consistency of applications 
and databases running in VMs (such as Exchange, Active Directory, 
MS SQL, SharePoint, etc.). 

NAKIVO Backup & Replication leverages native change tracking 
technologies (VMware CBT/Hyper-V RCT) to instantly identify 
changed data. Only changed blocks are copied to the backup 
repository. You can save up to 1,000 recovery points for each VM 
backup, rotating them on a daily, weekly, monthly, and yearly basis. 

Backup Copy Offsite and to Cloud
VM backups can be damaged, get accidentally deleted, or become 
unavailable. Backup Copy jobs allow you to create and maintain 
copies of your backups. 

You can configure Backup Copy jobs based on your needs: run 
Backup Copy jobs on their own schedule, send backup copies offsite 
or to Azure/AWS clouds, maintain a mirrored copy of a backup 
repository, or fine-tune which backups get copied, when, and how.

Screenshot Verification
NAKIVO Backup & Replication provides an automated way to near-
instantly verify VMware and Hyper-V VM backups. After a VM backup 
is completed, the product can instantly recover the VM, wait until 
the OS has booted, make a screenshot of the OS, discard the test-
recovered VM, and send you a report with the screenshot via email. 
This way you don’t have to just trust that the backups are functional; 
you can see (and show your management) that your 
VMs can be recovered from the backups.

Automated VM Protection
You can ensure that important VMs are always backed up by 
protecting entire containers, such as resource pools, folders, hosts, 
and clusters. This way, all new VMs that are created in or moved to 
a protected container are automatically included in the relevant VM 
backup and replication jobs.
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Backup for VMware, Hyper-V, and AWS EC2 
NAKIVO Backup & Replication provides image-based, application-
aware, incremental backup for VMware, Hyper-V, and AWS EC2 
environments. This means that NAKIVO Backup & Replication can 
capture all VM data while ensuring the consistency of applications 
and databases running in VMs (such as Exchange, Active Directory, 
MS SQL, SharePoint, etc.). 

NAKIVO Backup & Replication leverages native change tracking 
technologies (VMware CBT/Hyper-V RCT) to instantly identify 
changed data. Only changed blocks are copied to the backup 
repository. You can save up to 1,000 recovery points for each VM 
backup, rotating them on a daily, weekly, monthly, and yearly basis. 

Backup Copy Offsite and to Cloud
VM backups can be damaged, get accidentally deleted, or become 
unavailable. Backup Copy jobs allow you to create and maintain 
copies of your backups. 

You can configure Backup Copy jobs based on your needs: run 
Backup Copy jobs on their own schedule, send backup copies offsite 
or to Azure/AWS clouds, maintain a mirrored copy of a backup 
repository, or fine-tune which backups get copied, when, and how.

Screenshot Verification
NAKIVO Backup & Replication provides an automated way to near-
instantly verify VMware and Hyper-V VM backups. After a VM backup 
is completed, the product can instantly recover the VM, wait until 
the OS has booted, make a screenshot of the OS, discard the test-
recovered VM, and send you a report with the screenshot via email. 
This way you don’t have to just trust that the backups are functional; 
you can see (and show your management) that your 
VMs can be recovered from the backups.

Automated VM Protection
You can ensure that important VMs are always backed up by 
protecting entire containers, such as resource pools, folders, hosts, 
and clusters. This way, all new VMs that are created in or moved to 
a protected container are automatically included in the relevant VM 
backup and replication jobs.
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Backup for VMware, Hyper-V, and AWS EC2 
NAKIVO Backup & Replication provides image-based, application-
aware, incremental backup for VMware, Hyper-V, and AWS EC2 
environments. This means that NAKIVO Backup & Replication can 
capture all VM data while ensuring the consistency of applications 
and databases running in VMs (such as Exchange, Active Directory, 
MS SQL, SharePoint, etc.). 

NAKIVO Backup & Replication leverages native change tracking 
technologies (VMware CBT/Hyper-V RCT) to instantly identify 
changed data. Only changed blocks are copied to the backup 
repository. You can save up to 1,000 recovery points for each VM 
backup, rotating them on a daily, weekly, monthly, and yearly basis. 

Backup Copy Offsite and to Cloud
VM backups can be damaged, get accidentally deleted, or become 
unavailable. Backup Copy jobs allow you to create and maintain 
copies of your backups. 

You can configure Backup Copy jobs based on your needs: run 
Backup Copy jobs on their own schedule, send backup copies offsite 
or to Azure/AWS clouds, maintain a mirrored copy of a backup 
repository, or fine-tune which backups get copied, when, and how.

Screenshot Verification
NAKIVO Backup & Replication provides an automated way to near-
instantly verify VMware and Hyper-V VM backups. After a VM backup 
is completed, the product can instantly recover the VM, wait until 
the OS has booted, make a screenshot of the OS, discard the test-
recovered VM, and send you a report with the screenshot via email. 
This way you don’t have to just trust that the backups are functional; 
you can see (and show your management) that your 
VMs can be recovered from the backups.

Automated VM Protection
You can ensure that important VMs are always backed up by 
protecting entire containers, such as resource pools, folders, hosts, 
and clusters. This way, all new VMs that are created in or moved to 
a protected container are automatically included in the relevant VM 
backup and replication jobs.
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Backup for VMware, Hyper-V, and AWS EC2 
NAKIVO Backup & Replication provides image-based, application-
aware, incremental backup for VMware, Hyper-V, and AWS EC2 
environments. This means that NAKIVO Backup & Replication can 
capture all VM data while ensuring the consistency of applications 
and databases running in VMs (such as Exchange, Active Directory, 
MS SQL, SharePoint, etc.). 

NAKIVO Backup & Replication leverages native change tracking 
technologies (VMware CBT/Hyper-V RCT) to instantly identify 
changed data. Only changed blocks are copied to the backup 
repository. You can save up to 1,000 recovery points for each VM 
backup, rotating them on a daily, weekly, monthly, and yearly basis. 

Backup Copy Offsite and to Cloud
VM backups can be damaged, get accidentally deleted, or become 
unavailable. Backup Copy jobs allow you to create and maintain 
copies of your backups. 

You can configure Backup Copy jobs based on your needs: run 
Backup Copy jobs on their own schedule, send backup copies offsite 
or to Azure/AWS clouds, maintain a mirrored copy of a backup 
repository, or fine-tune which backups get copied, when, and how.

Screenshot Verification
NAKIVO Backup & Replication provides an automated way to near-
instantly verify VMware and Hyper-V VM backups. After a VM backup 
is completed, the product can instantly recover the VM, wait until 
the OS has booted, make a screenshot of the OS, discard the test-
recovered VM, and send you a report with the screenshot via email. 
This way you don’t have to just trust that the backups are functional; 
you can see (and show your management) that your 
VMs can be recovered from the backups.

Automated VM Protection
You can ensure that important VMs are always backed up by 
protecting entire containers, such as resource pools, folders, hosts, 
and clusters. This way, all new VMs that are created in or moved to 
a protected container are automatically included in the relevant VM 
backup and replication jobs.
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Backup for VMware, Hyper-V, and AWS EC2 
NAKIVO Backup & Replication provides image-based, application-
aware, incremental backup for VMware, Hyper-V, and AWS EC2 
environments. This means that NAKIVO Backup & Replication can 
capture all VM data while ensuring the consistency of applications 
and databases running in VMs (such as Exchange, Active Directory, 
MS SQL, SharePoint, etc.). 

NAKIVO Backup & Replication leverages native change tracking 
technologies (VMware CBT/Hyper-V RCT) to instantly identify 
changed data. Only changed blocks are copied to the backup 
repository. You can save up to 1,000 recovery points for each VM 
backup, rotating them on a daily, weekly, monthly, and yearly basis. 

Backup Copy Offsite and to Cloud
VM backups can be damaged, get accidentally deleted, or become 
unavailable. Backup Copy jobs allow you to create and maintain 
copies of your backups. 

You can configure Backup Copy jobs based on your needs: run 
Backup Copy jobs on their own schedule, send backup copies offsite 
or to Azure/AWS clouds, maintain a mirrored copy of a backup 
repository, or fine-tune which backups get copied, when, and how.

Screenshot Verification
NAKIVO Backup & Replication provides an automated way to near-
instantly verify VMware and Hyper-V VM backups. After a VM backup 
is completed, the product can instantly recover the VM, wait until 
the OS has booted, make a screenshot of the OS, discard the test-
recovered VM, and send you a report with the screenshot via email. 
This way you don’t have to just trust that the backups are functional; 
you can see (and show your management) that your 
VMs can be recovered from the backups.

Automated VM Protection
You can ensure that important VMs are always backed up by 
protecting entire containers, such as resource pools, folders, hosts, 
and clusters. This way, all new VMs that are created in or moved to 
a protected container are automatically included in the relevant VM 
backup and replication jobs.
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Replicação de VM
NAKIVO Backup & Replication permite a criação e manutenção de
réplicas de VMs, que são cópias idênticas das VMs origem. As réplicas são
VMs normais que estão em estado de desligadas até o recuperação ser
iniciada.

Recuperação de Site
Com NAKIVO Backup & Replication você pode automatizar e simplificar o
processo de recuperação de desastres. A funcionalidade de Site Recovery
permite a criação de workflows de recuperação e realiza testes agendados
de recuperação não-disruptivos. Você pode também realizar recuperação
de falhas planejados, recuperação de falhas emergenciais, reversão e
migração de datacenter. Seus workflows personalizados podem incluir
etapas desligar a VM origem, fazer réplica da VM final, fazer re-IP de
acordo com regras pré-definidas, mapeamento de rede, inicializar VM
réplica por estágios, executar scripts personalizados, enviar e-mails de
notificação e etc. Uma vez configuradas, as tarefas de Site Recovery
podem ser executadas com um único clique.

Confiabilidade
Verificação de Screenshot
NAKIVO Backup & Replication pode, quase que instantaneamente,
verificar backups e réplicas de VMs. Depois que um backup é feito, o
produto pode instantaneamente recuperar a VM, aguardar o boot do
sistema, fazer uma screenshot, descartar a VM recuperada para fins de
teste e lhe enviar por email um relatório com a screenshot. Desta forma
você pode verificar que as VMs podem ser recuperadas dos backups.

Log Truncation automatizado para SQL e Exchange
Microsoft SQL Server e Microsoft Exchage gravam todas as alteraçõ feitas
nas base de dados em arquivos de log de transação. Estes arquivos
crescem ao longo do tempo e podem consumir todo o espaço em disco,
travando o servidor. NAKIVO Backup & Replication pode remover
automaticamente logs de transação da VM de origem ao finalizar com
sucesso um backup ou réplica. Isto previne que os arquivos de log
cresçam, garantindo uma cópia deles no seu backup ou réplica, caso
precise recuperar estes dados.

Auto-Backup
Por padrão o NAKIVO Backup & Replication faz backup da sua
configuração de sistema uma vez ao dia e armazena este auto-backup em
repositórios de backup. Se a VM que executa o produto se torna
indisponível você pode instalar uma nova instância do NAKIVO Backup &
Replication em menos de um minuto e imediatamente recuperar as
configurações de sistema (incluindo todas as tarefas, inventários,
configurações, etc) do auto-backup.

Criptografia em trânsito e armazenamento
Com NAKIVO Backup & Replication você pode criptografar os dados em
trânsito durante a execução e no armazenamento. NAKIVO Backup &
Replication utiliza criptografia AES 256, que é padrão de mercado para
uso militar e em instituições financeiras.

Economia de tempo e 
dinheiro

Agilize a implementação com 
VAs Vmware e AMIs AWS

Reduza impacto com 
pequenos requisitos 
sistêmicos

Crie um sistema de backups 
de VMs de alta performance 
instalando diretamente no 
ASUSTOR, QNAP, Synology
ou WD NAS

Reduza a complexidade de 
gestão com uma interface 
web simples e intuitiva

Economize espaço de storage
com compressão e 
eliminação de dados 
duplicados

Reduza as janelas de backup 
com LAN-free backup e 
Network Acceleration

Proteja backups os copiando 
para outros repositórios 
onsite, offsite ou em cloud
Amazon / Azure

Verifique automaticamente os 
backups e obtenha reports
por email com screenshots
dos VMs com teste de 
recuperação

Reduza o tempo de 
recuperação com 
recuperação instantânea de 
VMs, arquivos e objetos de 
aplicações 

Automatize e orquestre Site 
Recovery

Backup for VMware, Hyper-V, and AWS EC2 
NAKIVO Backup & Replication provides image-based, application-
aware, incremental backup for VMware, Hyper-V, and AWS EC2 
environments. This means that NAKIVO Backup & Replication can 
capture all VM data while ensuring the consistency of applications 
and databases running in VMs (such as Exchange, Active Directory, 
MS SQL, SharePoint, etc.). 

NAKIVO Backup & Replication leverages native change tracking 
technologies (VMware CBT/Hyper-V RCT) to instantly identify 
changed data. Only changed blocks are copied to the backup 
repository. You can save up to 1,000 recovery points for each VM 
backup, rotating them on a daily, weekly, monthly, and yearly basis. 

Backup Copy Offsite and to Cloud
VM backups can be damaged, get accidentally deleted, or become 
unavailable. Backup Copy jobs allow you to create and maintain 
copies of your backups. 

You can configure Backup Copy jobs based on your needs: run 
Backup Copy jobs on their own schedule, send backup copies offsite 
or to Azure/AWS clouds, maintain a mirrored copy of a backup 
repository, or fine-tune which backups get copied, when, and how.

Screenshot Verification
NAKIVO Backup & Replication provides an automated way to near-
instantly verify VMware and Hyper-V VM backups. After a VM backup 
is completed, the product can instantly recover the VM, wait until 
the OS has booted, make a screenshot of the OS, discard the test-
recovered VM, and send you a report with the screenshot via email. 
This way you don’t have to just trust that the backups are functional; 
you can see (and show your management) that your 
VMs can be recovered from the backups.

Automated VM Protection
You can ensure that important VMs are always backed up by 
protecting entire containers, such as resource pools, folders, hosts, 
and clusters. This way, all new VMs that are created in or moved to 
a protected container are automatically included in the relevant VM 
backup and replication jobs.
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Backup for VMware, Hyper-V, and AWS EC2 
NAKIVO Backup & Replication provides image-based, application-
aware, incremental backup for VMware, Hyper-V, and AWS EC2 
environments. This means that NAKIVO Backup & Replication can 
capture all VM data while ensuring the consistency of applications 
and databases running in VMs (such as Exchange, Active Directory, 
MS SQL, SharePoint, etc.). 

NAKIVO Backup & Replication leverages native change tracking 
technologies (VMware CBT/Hyper-V RCT) to instantly identify 
changed data. Only changed blocks are copied to the backup 
repository. You can save up to 1,000 recovery points for each VM 
backup, rotating them on a daily, weekly, monthly, and yearly basis. 

Backup Copy Offsite and to Cloud
VM backups can be damaged, get accidentally deleted, or become 
unavailable. Backup Copy jobs allow you to create and maintain 
copies of your backups. 

You can configure Backup Copy jobs based on your needs: run 
Backup Copy jobs on their own schedule, send backup copies offsite 
or to Azure/AWS clouds, maintain a mirrored copy of a backup 
repository, or fine-tune which backups get copied, when, and how.

Screenshot Verification
NAKIVO Backup & Replication provides an automated way to near-
instantly verify VMware and Hyper-V VM backups. After a VM backup 
is completed, the product can instantly recover the VM, wait until 
the OS has booted, make a screenshot of the OS, discard the test-
recovered VM, and send you a report with the screenshot via email. 
This way you don’t have to just trust that the backups are functional; 
you can see (and show your management) that your 
VMs can be recovered from the backups.

Automated VM Protection
You can ensure that important VMs are always backed up by 
protecting entire containers, such as resource pools, folders, hosts, 
and clusters. This way, all new VMs that are created in or moved to 
a protected container are automatically included in the relevant VM 
backup and replication jobs.
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Backup for VMware, Hyper-V, and AWS EC2 
NAKIVO Backup & Replication provides image-based, application-
aware, incremental backup for VMware, Hyper-V, and AWS EC2 
environments. This means that NAKIVO Backup & Replication can 
capture all VM data while ensuring the consistency of applications 
and databases running in VMs (such as Exchange, Active Directory, 
MS SQL, SharePoint, etc.). 

NAKIVO Backup & Replication leverages native change tracking 
technologies (VMware CBT/Hyper-V RCT) to instantly identify 
changed data. Only changed blocks are copied to the backup 
repository. You can save up to 1,000 recovery points for each VM 
backup, rotating them on a daily, weekly, monthly, and yearly basis. 

Backup Copy Offsite and to Cloud
VM backups can be damaged, get accidentally deleted, or become 
unavailable. Backup Copy jobs allow you to create and maintain 
copies of your backups. 

You can configure Backup Copy jobs based on your needs: run 
Backup Copy jobs on their own schedule, send backup copies offsite 
or to Azure/AWS clouds, maintain a mirrored copy of a backup 
repository, or fine-tune which backups get copied, when, and how.

Screenshot Verification
NAKIVO Backup & Replication provides an automated way to near-
instantly verify VMware and Hyper-V VM backups. After a VM backup 
is completed, the product can instantly recover the VM, wait until 
the OS has booted, make a screenshot of the OS, discard the test-
recovered VM, and send you a report with the screenshot via email. 
This way you don’t have to just trust that the backups are functional; 
you can see (and show your management) that your 
VMs can be recovered from the backups.

Automated VM Protection
You can ensure that important VMs are always backed up by 
protecting entire containers, such as resource pools, folders, hosts, 
and clusters. This way, all new VMs that are created in or moved to 
a protected container are automatically included in the relevant VM 
backup and replication jobs.
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Backup for VMware, Hyper-V, and AWS EC2 
NAKIVO Backup & Replication provides image-based, application-
aware, incremental backup for VMware, Hyper-V, and AWS EC2 
environments. This means that NAKIVO Backup & Replication can 
capture all VM data while ensuring the consistency of applications 
and databases running in VMs (such as Exchange, Active Directory, 
MS SQL, SharePoint, etc.). 

NAKIVO Backup & Replication leverages native change tracking 
technologies (VMware CBT/Hyper-V RCT) to instantly identify 
changed data. Only changed blocks are copied to the backup 
repository. You can save up to 1,000 recovery points for each VM 
backup, rotating them on a daily, weekly, monthly, and yearly basis. 

Backup Copy Offsite and to Cloud
VM backups can be damaged, get accidentally deleted, or become 
unavailable. Backup Copy jobs allow you to create and maintain 
copies of your backups. 

You can configure Backup Copy jobs based on your needs: run 
Backup Copy jobs on their own schedule, send backup copies offsite 
or to Azure/AWS clouds, maintain a mirrored copy of a backup 
repository, or fine-tune which backups get copied, when, and how.

Screenshot Verification
NAKIVO Backup & Replication provides an automated way to near-
instantly verify VMware and Hyper-V VM backups. After a VM backup 
is completed, the product can instantly recover the VM, wait until 
the OS has booted, make a screenshot of the OS, discard the test-
recovered VM, and send you a report with the screenshot via email. 
This way you don’t have to just trust that the backups are functional; 
you can see (and show your management) that your 
VMs can be recovered from the backups.

Automated VM Protection
You can ensure that important VMs are always backed up by 
protecting entire containers, such as resource pools, folders, hosts, 
and clusters. This way, all new VMs that are created in or moved to 
a protected container are automatically included in the relevant VM 
backup and replication jobs.
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Backup for VMware, Hyper-V, and AWS EC2 
NAKIVO Backup & Replication provides image-based, application-
aware, incremental backup for VMware, Hyper-V, and AWS EC2 
environments. This means that NAKIVO Backup & Replication can 
capture all VM data while ensuring the consistency of applications 
and databases running in VMs (such as Exchange, Active Directory, 
MS SQL, SharePoint, etc.). 

NAKIVO Backup & Replication leverages native change tracking 
technologies (VMware CBT/Hyper-V RCT) to instantly identify 
changed data. Only changed blocks are copied to the backup 
repository. You can save up to 1,000 recovery points for each VM 
backup, rotating them on a daily, weekly, monthly, and yearly basis. 

Backup Copy Offsite and to Cloud
VM backups can be damaged, get accidentally deleted, or become 
unavailable. Backup Copy jobs allow you to create and maintain 
copies of your backups. 

You can configure Backup Copy jobs based on your needs: run 
Backup Copy jobs on their own schedule, send backup copies offsite 
or to Azure/AWS clouds, maintain a mirrored copy of a backup 
repository, or fine-tune which backups get copied, when, and how.

Screenshot Verification
NAKIVO Backup & Replication provides an automated way to near-
instantly verify VMware and Hyper-V VM backups. After a VM backup 
is completed, the product can instantly recover the VM, wait until 
the OS has booted, make a screenshot of the OS, discard the test-
recovered VM, and send you a report with the screenshot via email. 
This way you don’t have to just trust that the backups are functional; 
you can see (and show your management) that your 
VMs can be recovered from the backups.

Automated VM Protection
You can ensure that important VMs are always backed up by 
protecting entire containers, such as resource pools, folders, hosts, 
and clusters. This way, all new VMs that are created in or moved to 
a protected container are automatically included in the relevant VM 
backup and replication jobs.
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Backup for VMware, Hyper-V, and AWS EC2 
NAKIVO Backup & Replication provides image-based, application-
aware, incremental backup for VMware, Hyper-V, and AWS EC2 
environments. This means that NAKIVO Backup & Replication can 
capture all VM data while ensuring the consistency of applications 
and databases running in VMs (such as Exchange, Active Directory, 
MS SQL, SharePoint, etc.). 

NAKIVO Backup & Replication leverages native change tracking 
technologies (VMware CBT/Hyper-V RCT) to instantly identify 
changed data. Only changed blocks are copied to the backup 
repository. You can save up to 1,000 recovery points for each VM 
backup, rotating them on a daily, weekly, monthly, and yearly basis. 

Backup Copy Offsite and to Cloud
VM backups can be damaged, get accidentally deleted, or become 
unavailable. Backup Copy jobs allow you to create and maintain 
copies of your backups. 

You can configure Backup Copy jobs based on your needs: run 
Backup Copy jobs on their own schedule, send backup copies offsite 
or to Azure/AWS clouds, maintain a mirrored copy of a backup 
repository, or fine-tune which backups get copied, when, and how.

Screenshot Verification
NAKIVO Backup & Replication provides an automated way to near-
instantly verify VMware and Hyper-V VM backups. After a VM backup 
is completed, the product can instantly recover the VM, wait until 
the OS has booted, make a screenshot of the OS, discard the test-
recovered VM, and send you a report with the screenshot via email. 
This way you don’t have to just trust that the backups are functional; 
you can see (and show your management) that your 
VMs can be recovered from the backups.

Automated VM Protection
You can ensure that important VMs are always backed up by 
protecting entire containers, such as resource pools, folders, hosts, 
and clusters. This way, all new VMs that are created in or moved to 
a protected container are automatically included in the relevant VM 
backup and replication jobs.
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Backup for VMware, Hyper-V, and AWS EC2 
NAKIVO Backup & Replication provides image-based, application-
aware, incremental backup for VMware, Hyper-V, and AWS EC2 
environments. This means that NAKIVO Backup & Replication can 
capture all VM data while ensuring the consistency of applications 
and databases running in VMs (such as Exchange, Active Directory, 
MS SQL, SharePoint, etc.). 

NAKIVO Backup & Replication leverages native change tracking 
technologies (VMware CBT/Hyper-V RCT) to instantly identify 
changed data. Only changed blocks are copied to the backup 
repository. You can save up to 1,000 recovery points for each VM 
backup, rotating them on a daily, weekly, monthly, and yearly basis. 

Backup Copy Offsite and to Cloud
VM backups can be damaged, get accidentally deleted, or become 
unavailable. Backup Copy jobs allow you to create and maintain 
copies of your backups. 

You can configure Backup Copy jobs based on your needs: run 
Backup Copy jobs on their own schedule, send backup copies offsite 
or to Azure/AWS clouds, maintain a mirrored copy of a backup 
repository, or fine-tune which backups get copied, when, and how.

Screenshot Verification
NAKIVO Backup & Replication provides an automated way to near-
instantly verify VMware and Hyper-V VM backups. After a VM backup 
is completed, the product can instantly recover the VM, wait until 
the OS has booted, make a screenshot of the OS, discard the test-
recovered VM, and send you a report with the screenshot via email. 
This way you don’t have to just trust that the backups are functional; 
you can see (and show your management) that your 
VMs can be recovered from the backups.

Automated VM Protection
You can ensure that important VMs are always backed up by 
protecting entire containers, such as resource pools, folders, hosts, 
and clusters. This way, all new VMs that are created in or moved to 
a protected container are automatically included in the relevant VM 
backup and replication jobs.
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Orquestração de DR

Backup for VMware, Hyper-V, and AWS EC2 
NAKIVO Backup & Replication provides image-based, application-
aware, incremental backup for VMware, Hyper-V, and AWS EC2 
environments. This means that NAKIVO Backup & Replication can 
capture all VM data while ensuring the consistency of applications 
and databases running in VMs (such as Exchange, Active Directory, 
MS SQL, SharePoint, etc.). 

NAKIVO Backup & Replication leverages native change tracking 
technologies (VMware CBT/Hyper-V RCT) to instantly identify 
changed data. Only changed blocks are copied to the backup 
repository. You can save up to 1,000 recovery points for each VM 
backup, rotating them on a daily, weekly, monthly, and yearly basis. 

Backup Copy Offsite and to Cloud
VM backups can be damaged, get accidentally deleted, or become 
unavailable. Backup Copy jobs allow you to create and maintain 
copies of your backups. 

You can configure Backup Copy jobs based on your needs: run 
Backup Copy jobs on their own schedule, send backup copies offsite 
or to Azure/AWS clouds, maintain a mirrored copy of a backup 
repository, or fine-tune which backups get copied, when, and how.

Screenshot Verification
NAKIVO Backup & Replication provides an automated way to near-
instantly verify VMware and Hyper-V VM backups. After a VM backup 
is completed, the product can instantly recover the VM, wait until 
the OS has booted, make a screenshot of the OS, discard the test-
recovered VM, and send you a report with the screenshot via email. 
This way you don’t have to just trust that the backups are functional; 
you can see (and show your management) that your 
VMs can be recovered from the backups.

Automated VM Protection
You can ensure that important VMs are always backed up by 
protecting entire containers, such as resource pools, folders, hosts, 
and clusters. This way, all new VMs that are created in or moved to 
a protected container are automatically included in the relevant VM 
backup and replication jobs.
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Backup for VMware, Hyper-V, and AWS EC2 
NAKIVO Backup & Replication provides image-based, application-
aware, incremental backup for VMware, Hyper-V, and AWS EC2 
environments. This means that NAKIVO Backup & Replication can 
capture all VM data while ensuring the consistency of applications 
and databases running in VMs (such as Exchange, Active Directory, 
MS SQL, SharePoint, etc.). 

NAKIVO Backup & Replication leverages native change tracking 
technologies (VMware CBT/Hyper-V RCT) to instantly identify 
changed data. Only changed blocks are copied to the backup 
repository. You can save up to 1,000 recovery points for each VM 
backup, rotating them on a daily, weekly, monthly, and yearly basis. 

Backup Copy Offsite and to Cloud
VM backups can be damaged, get accidentally deleted, or become 
unavailable. Backup Copy jobs allow you to create and maintain 
copies of your backups. 

You can configure Backup Copy jobs based on your needs: run 
Backup Copy jobs on their own schedule, send backup copies offsite 
or to Azure/AWS clouds, maintain a mirrored copy of a backup 
repository, or fine-tune which backups get copied, when, and how.

Screenshot Verification
NAKIVO Backup & Replication provides an automated way to near-
instantly verify VMware and Hyper-V VM backups. After a VM backup 
is completed, the product can instantly recover the VM, wait until 
the OS has booted, make a screenshot of the OS, discard the test-
recovered VM, and send you a report with the screenshot via email. 
This way you don’t have to just trust that the backups are functional; 
you can see (and show your management) that your 
VMs can be recovered from the backups.

Automated VM Protection
You can ensure that important VMs are always backed up by 
protecting entire containers, such as resource pools, folders, hosts, 
and clusters. This way, all new VMs that are created in or moved to 
a protected container are automatically included in the relevant VM 
backup and replication jobs.
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Backup for VMware, Hyper-V, and AWS EC2 
NAKIVO Backup & Replication provides image-based, application-
aware, incremental backup for VMware, Hyper-V, and AWS EC2 
environments. This means that NAKIVO Backup & Replication can 
capture all VM data while ensuring the consistency of applications 
and databases running in VMs (such as Exchange, Active Directory, 
MS SQL, SharePoint, etc.). 

NAKIVO Backup & Replication leverages native change tracking 
technologies (VMware CBT/Hyper-V RCT) to instantly identify 
changed data. Only changed blocks are copied to the backup 
repository. You can save up to 1,000 recovery points for each VM 
backup, rotating them on a daily, weekly, monthly, and yearly basis. 

Backup Copy Offsite and to Cloud
VM backups can be damaged, get accidentally deleted, or become 
unavailable. Backup Copy jobs allow you to create and maintain 
copies of your backups. 

You can configure Backup Copy jobs based on your needs: run 
Backup Copy jobs on their own schedule, send backup copies offsite 
or to Azure/AWS clouds, maintain a mirrored copy of a backup 
repository, or fine-tune which backups get copied, when, and how.

Screenshot Verification
NAKIVO Backup & Replication provides an automated way to near-
instantly verify VMware and Hyper-V VM backups. After a VM backup 
is completed, the product can instantly recover the VM, wait until 
the OS has booted, make a screenshot of the OS, discard the test-
recovered VM, and send you a report with the screenshot via email. 
This way you don’t have to just trust that the backups are functional; 
you can see (and show your management) that your 
VMs can be recovered from the backups.

Automated VM Protection
You can ensure that important VMs are always backed up by 
protecting entire containers, such as resource pools, folders, hosts, 
and clusters. This way, all new VMs that are created in or moved to 
a protected container are automatically included in the relevant VM 
backup and replication jobs.
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Backup for VMware, Hyper-V, and AWS EC2 
NAKIVO Backup & Replication provides image-based, application-
aware, incremental backup for VMware, Hyper-V, and AWS EC2 
environments. This means that NAKIVO Backup & Replication can 
capture all VM data while ensuring the consistency of applications 
and databases running in VMs (such as Exchange, Active Directory, 
MS SQL, SharePoint, etc.). 

NAKIVO Backup & Replication leverages native change tracking 
technologies (VMware CBT/Hyper-V RCT) to instantly identify 
changed data. Only changed blocks are copied to the backup 
repository. You can save up to 1,000 recovery points for each VM 
backup, rotating them on a daily, weekly, monthly, and yearly basis. 

Backup Copy Offsite and to Cloud
VM backups can be damaged, get accidentally deleted, or become 
unavailable. Backup Copy jobs allow you to create and maintain 
copies of your backups. 

You can configure Backup Copy jobs based on your needs: run 
Backup Copy jobs on their own schedule, send backup copies offsite 
or to Azure/AWS clouds, maintain a mirrored copy of a backup 
repository, or fine-tune which backups get copied, when, and how.

Screenshot Verification
NAKIVO Backup & Replication provides an automated way to near-
instantly verify VMware and Hyper-V VM backups. After a VM backup 
is completed, the product can instantly recover the VM, wait until 
the OS has booted, make a screenshot of the OS, discard the test-
recovered VM, and send you a report with the screenshot via email. 
This way you don’t have to just trust that the backups are functional; 
you can see (and show your management) that your 
VMs can be recovered from the backups.

Automated VM Protection
You can ensure that important VMs are always backed up by 
protecting entire containers, such as resource pools, folders, hosts, 
and clusters. This way, all new VMs that are created in or moved to 
a protected container are automatically included in the relevant VM 
backup and replication jobs.
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Backup for VMware, Hyper-V, and AWS EC2 
NAKIVO Backup & Replication provides image-based, application-
aware, incremental backup for VMware, Hyper-V, and AWS EC2 
environments. This means that NAKIVO Backup & Replication can 
capture all VM data while ensuring the consistency of applications 
and databases running in VMs (such as Exchange, Active Directory, 
MS SQL, SharePoint, etc.). 

NAKIVO Backup & Replication leverages native change tracking 
technologies (VMware CBT/Hyper-V RCT) to instantly identify 
changed data. Only changed blocks are copied to the backup 
repository. You can save up to 1,000 recovery points for each VM 
backup, rotating them on a daily, weekly, monthly, and yearly basis. 

Backup Copy Offsite and to Cloud
VM backups can be damaged, get accidentally deleted, or become 
unavailable. Backup Copy jobs allow you to create and maintain 
copies of your backups. 

You can configure Backup Copy jobs based on your needs: run 
Backup Copy jobs on their own schedule, send backup copies offsite 
or to Azure/AWS clouds, maintain a mirrored copy of a backup 
repository, or fine-tune which backups get copied, when, and how.

Screenshot Verification
NAKIVO Backup & Replication provides an automated way to near-
instantly verify VMware and Hyper-V VM backups. After a VM backup 
is completed, the product can instantly recover the VM, wait until 
the OS has booted, make a screenshot of the OS, discard the test-
recovered VM, and send you a report with the screenshot via email. 
This way you don’t have to just trust that the backups are functional; 
you can see (and show your management) that your 
VMs can be recovered from the backups.

Automated VM Protection
You can ensure that important VMs are always backed up by 
protecting entire containers, such as resource pools, folders, hosts, 
and clusters. This way, all new VMs that are created in or moved to 
a protected container are automatically included in the relevant VM 
backup and replication jobs.
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Backup de VM e Replicação Rápidos
NAKIVO Backup & Replication usa tecnologias nativas de change tracking
(Vmware CBT/Hyper-V RCT) para identificar instantaneamente dados
modificados e transferir apenas as mudanças para o destino. Além disso,
NAKIVO Backup & Replication pode usar automaticamente modos (Hot
Add e SAN Access) e transmissão de dados LAN-Free para aumentar a
velocidade enquanto reduzem carga da rede. Você também pode ativar a
funcionalidade de Aceleração de Rede integrada para aumentar ainda
mais a performance em redes LAN e WAN de tráfego intenso. Estas
funcionalidade podem acelerar a velocidade de backup em até 2x
reduzindo a carga de rede em cerca de 50%.

Suporte a Appliance de Deduplicação
NAKIVO Backup & Replication oferece um tipo especial de repositório de
backup otimizado para appliances de deduplicação como NEC
HYDRAstor, EMC Data Domain, HP StoreOnce e Quantum Dxi. Quando
testado em um ambiente real em um dispositivo NEC HYDRAstor o novo
repositório melhorou em 53x a performance de backup de VM
comparado com o repositório comum, alcançando uma velocidade de
backup de 3.2GB/s.

Ajuste de Banda Avançado
NAKIVO Backup & Replication foi projetado para ser rápido; por padrão,
o produto transfere dados na máxima velocidade disponível. No entanto,
se sua rede já está carregada, você pode precisar limitar a velocidade de
transferência de dados usando a funcionalidade de Bandwidth Throttling.
NAKIVO Backup & Replication lhe permite configurar regras de consumo
de banda, garantindo que suas tarefas de backup não excedam o limite
definido.

Fácil de usar
NAKIVO Backup & Replication fornece uma interface web com diversas
funcionalidades que o ajudam a economizar tempo e esforço:

Integração e 
Automação

Microsoft Active Directory: 
Integre NAKIVO Backup & 
Replication com Microsoft 
Active Directory e mapeie 
grupos de usuários para as 
regras de usuário do 
NAKIVO Backup & 
Replication.

Dell EMC Data Domain 
Boost: Integre o NAKIVO 
Backup & Replication com 
Dell EMC Data Domain 
Boost para usar a 
deduplicação do lado-fonte 
nos seus backups de VMs. 
Isto pode reduzir o tamanho 
do backup em até 94%, 
aumentando a performance 
em 50%.

API HTTP: Integre NAKIVO 
Backup & Replication com 
soluções de monitoramento, 
automação e orquestração 
via API HTTP. Isto lhe 
permite reduzir o tempo 
gasto na gestão proteção 
de dados e baixar os custos 
com proteção de dados

Backup for VMware, Hyper-V, and AWS EC2 
NAKIVO Backup & Replication provides image-based, application-
aware, incremental backup for VMware, Hyper-V, and AWS EC2 
environments. This means that NAKIVO Backup & Replication can 
capture all VM data while ensuring the consistency of applications 
and databases running in VMs (such as Exchange, Active Directory, 
MS SQL, SharePoint, etc.). 

NAKIVO Backup & Replication leverages native change tracking 
technologies (VMware CBT/Hyper-V RCT) to instantly identify 
changed data. Only changed blocks are copied to the backup 
repository. You can save up to 1,000 recovery points for each VM 
backup, rotating them on a daily, weekly, monthly, and yearly basis. 

Backup Copy Offsite and to Cloud
VM backups can be damaged, get accidentally deleted, or become 
unavailable. Backup Copy jobs allow you to create and maintain 
copies of your backups. 

You can configure Backup Copy jobs based on your needs: run 
Backup Copy jobs on their own schedule, send backup copies offsite 
or to Azure/AWS clouds, maintain a mirrored copy of a backup 
repository, or fine-tune which backups get copied, when, and how.

Screenshot Verification
NAKIVO Backup & Replication provides an automated way to near-
instantly verify VMware and Hyper-V VM backups. After a VM backup 
is completed, the product can instantly recover the VM, wait until 
the OS has booted, make a screenshot of the OS, discard the test-
recovered VM, and send you a report with the screenshot via email. 
This way you don’t have to just trust that the backups are functional; 
you can see (and show your management) that your 
VMs can be recovered from the backups.

Automated VM Protection
You can ensure that important VMs are always backed up by 
protecting entire containers, such as resource pools, folders, hosts, 
and clusters. This way, all new VMs that are created in or moved to 
a protected container are automatically included in the relevant VM 
backup and replication jobs.
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repository. You can save up to 1,000 recovery points for each VM 
backup, rotating them on a daily, weekly, monthly, and yearly basis. 

Backup Copy Offsite and to Cloud
VM backups can be damaged, get accidentally deleted, or become 
unavailable. Backup Copy jobs allow you to create and maintain 
copies of your backups. 

You can configure Backup Copy jobs based on your needs: run 
Backup Copy jobs on their own schedule, send backup copies offsite 
or to Azure/AWS clouds, maintain a mirrored copy of a backup 
repository, or fine-tune which backups get copied, when, and how.

Screenshot Verification
NAKIVO Backup & Replication provides an automated way to near-
instantly verify VMware and Hyper-V VM backups. After a VM backup 
is completed, the product can instantly recover the VM, wait until 
the OS has booted, make a screenshot of the OS, discard the test-
recovered VM, and send you a report with the screenshot via email. 
This way you don’t have to just trust that the backups are functional; 
you can see (and show your management) that your 
VMs can be recovered from the backups.

Automated VM Protection
You can ensure that important VMs are always backed up by 
protecting entire containers, such as resource pools, folders, hosts, 
and clusters. This way, all new VMs that are created in or moved to 
a protected container are automatically included in the relevant VM 
backup and replication jobs.
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Performance

Performance 
Fast VM Backup and Replication 
NAKIVO Backup & Replication uses native change tracking technologies 

(VMware CBT/Hyper-V RCT) to instantly identify modified data and transfer 

only the changes to the destination. In addition, NAKIVO Backup & Replication 

can use LAN-free data transfer modes (Hot Add or Direct SAN Access) to 

increase data transfer speed while offloading production networks. You can 

also enable the built-in Network Acceleration feature to further increase 

performance in busy LAN and WAN networks. These features can boost VM 

backup speed by up to 2X and reduce network load by as much as 50%. 

Deduplication Appliance Support
NAKIVO Backup & Replication offers a special type of backup repository 

optimized for deduplication appliances such as NEC HYDRAstor, EMC Data 

Domain, HP StoreOnce, and Quantum DXi. When tested in a customer 

environment on an NEC HYDRAstor device, the new repository improved 

VM backup performance by 53X vs. the regular backup repository, with the 

backup speed reaching 3.2 GB/s.

Advanced Bandwidth Throttling
NAKIVO Backup & Replication was designed to be fast and transfers data 

at the maximum available speed. However, if your networks are already 

loaded, you may want to limit the speed of data transfer using the Advanced 

Bandwidth Throttling feature. NAKIVO Backup & Replication allows you 

to set up bandwidth rules, making sure that your jobs do not exceed the 

bandwidth limit.

Ease of Use 
NAKIVO Backup & Replication provides a simple web interface and comes 

with several features to help you save time and effort: 

� The Calendar Dashboard displays all past, current, and future backup 

jobs in a simple calendar view

� The Flexible Job Scheduler lets you add multiple schedules to a single job.

� Global Search allows you to find and act on VMs, backups, replicas, 

jobs, repositories, transporters, and other objects. 

� Live Chat with Tech Support allows to get help without leaving the 

product interface. 

BaaS and DRaaS
Multi-Tenancy allows you to create multiple isolated tenants within one 

product instance and manage them from a single pane of glass. This way, 

you can introduce VM backup-as-a-service to your clients more easily and 

cost-effectively. Tenants can access the Self-Service Portal to offload backup, 

replication, and recovery tasks from the service provider. 

Integration 
and Automation

 � Microsoft Active 
Directory: Integrate 

NAKIVO Backup & 

Replication with Microsoft 

Active Directory and map 

user groups to NAKIVO 

Backup & Replication user 

roles.

 � Dell EMC Data Domain 
Boost: Integrate NAKIVO 

Backup & Replication with 

Dell EMC Data Domain 

Boost to use source-side 

deduplication for your VM 

backups. This can reduce 

backup size by up to 94%, 

while improving backup 

performance by as much 

as 50%.

 � HTTP API: Integrate 

NAKIVO Backup & 

Replication with 

monitoring, automation, 

and orchestration 

solutions via HTTP API. This 

allows you to reduce time 

spent on data protection 

management and decrease 

data protection costs.
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Baas e DRaas
Multi-Tenancy permite criar instalações múltiplas e isoladas, com uma
única instância do produto e administrá-las de um console unificado.
Desta forma você pode introduzir o conceito de backup-as-a-service
para seus clientes mais facilmente com a melhor relação custo-
benefício. Os clientes podem acessar um portal self-service para baixar
seus backups, réplicas e tarefas de recuperação do provedor de
serviço.

O Painel de Calendário mostra todas as tarefas de backup passadas,
correntes e futuras, em uma visão simples de calendário.
Agendamento de tarefas flexível permite adicionar múltiplos
agendamentos para a mesma tarefa.
Pesquisa Global permite encontrar e atuar em VMs, backups, réplicas,
tarefas, repositórios, transporters e outros objetos.
Chat com Suporte Técnico permite obter ajuda sem sair da interface
do produto
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Backup for VMware, Hyper-V, and AWS EC2 
NAKIVO Backup & Replication provides image-based, application-
aware, incremental backup for VMware, Hyper-V, and AWS EC2 
environments. This means that NAKIVO Backup & Replication can 
capture all VM data while ensuring the consistency of applications 
and databases running in VMs (such as Exchange, Active Directory, 
MS SQL, SharePoint, etc.). 

NAKIVO Backup & Replication leverages native change tracking 
technologies (VMware CBT/Hyper-V RCT) to instantly identify 
changed data. Only changed blocks are copied to the backup 
repository. You can save up to 1,000 recovery points for each VM 
backup, rotating them on a daily, weekly, monthly, and yearly basis. 

Backup Copy Offsite and to Cloud
VM backups can be damaged, get accidentally deleted, or become 
unavailable. Backup Copy jobs allow you to create and maintain 
copies of your backups. 

You can configure Backup Copy jobs based on your needs: run 
Backup Copy jobs on their own schedule, send backup copies offsite 
or to Azure/AWS clouds, maintain a mirrored copy of a backup 
repository, or fine-tune which backups get copied, when, and how.

Screenshot Verification
NAKIVO Backup & Replication provides an automated way to near-
instantly verify VMware and Hyper-V VM backups. After a VM backup 
is completed, the product can instantly recover the VM, wait until 
the OS has booted, make a screenshot of the OS, discard the test-
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Hardware

AWS EC2

Microsoft Hyper-V 2012 – 2016
VMware vSphere v4.1 – v6.7, ESXi 4.1 – 6.7

Requisitos de sistema

Windows Server 2008 R2 – 2016

Windows 7 - 10 Professional (x64)
Ubuntu 12.04 – 18.04 Server (x64)
Red Hat Enterprise Linux 6.3 – 7.4 (x64)
SUSE Linux Enterprise Server 11 SP3 - 12 SP3 (x64)

Sobre a NAKIVO

Sobre a NETWORKPRO

Fundada em 2012, NAKIVO é uma empresa americana dedicada a desenvolver a melhor solução de
proteção de dados para Vmware, Hyper-V e ambientes Cloud. Com 20 trimestres consecutivos de
crescimento de 02 dígitos, 5 estrelas em reviews da comunidade, 97,3% de satisfação dos seus clientes
em suporte e mais de 10.000 implementações no mundo, NAKIVO é uma das empresas de softwares
de proteção de dados com crescimento mais rápido da indústria. Os clientes NAKIVO incluem Honda,
Coca-Cola, China Airlines, Microsemi e muitas outras.
NAKIVO tem presença global com mais de 3.000 canais parceiros em 134 países.

© 2018 NAKIVO, Inc. All rights reserved. All trademarks are the property of their respective owners. 

Empresa nacional gerada a partir da união de empresários do setor de tecnologia, com o intuito de
oferecer ao mercado soluções de alto valor agregado para simplificar a gestão de TI das pequenas e
médias empresas, levando aos seus clientes a possibilidade de focar no seu core business, com acesso
a suporte e ferramentas de nível corporativo; garantindo: performance, estabilidade e segurança da
sua infraestrutura de TI.

Performance 
Fast VM Backup and Replication 
NAKIVO Backup & Replication uses native change tracking technologies 

(VMware CBT/Hyper-V RCT) to instantly identify modified data and transfer 

only the changes to the destination. In addition, NAKIVO Backup & Replication 

can use LAN-free data transfer modes (Hot Add or Direct SAN Access) to 

increase data transfer speed while offloading production networks. You can 

also enable the built-in Network Acceleration feature to further increase 

performance in busy LAN and WAN networks. These features can boost VM 

backup speed by up to 2X and reduce network load by as much as 50%. 

Deduplication Appliance Support
NAKIVO Backup & Replication offers a special type of backup repository 

optimized for deduplication appliances such as NEC HYDRAstor, EMC Data 

Domain, HP StoreOnce, and Quantum DXi. When tested in a customer 

environment on an NEC HYDRAstor device, the new repository improved 

VM backup performance by 53X vs. the regular backup repository, with the 

backup speed reaching 3.2 GB/s.

Advanced Bandwidth Throttling
NAKIVO Backup & Replication was designed to be fast and transfers data 

at the maximum available speed. However, if your networks are already 

loaded, you may want to limit the speed of data transfer using the Advanced 

Bandwidth Throttling feature. NAKIVO Backup & Replication allows you 

to set up bandwidth rules, making sure that your jobs do not exceed the 

bandwidth limit.

Ease of Use 
NAKIVO Backup & Replication provides a simple web interface and comes 

with several features to help you save time and effort: 

� The Calendar Dashboard displays all past, current, and future backup 

jobs in a simple calendar view

� The Flexible Job Scheduler lets you add multiple schedules to a single job.

� Global Search allows you to find and act on VMs, backups, replicas, 

jobs, repositories, transporters, and other objects. 

� Live Chat with Tech Support allows to get help without leaving the 

product interface. 

BaaS and DRaaS
Multi-Tenancy allows you to create multiple isolated tenants within one 

product instance and manage them from a single pane of glass. This way, 

you can introduce VM backup-as-a-service to your clients more easily and 

cost-effectively. Tenants can access the Self-Service Portal to offload backup, 

replication, and recovery tasks from the service provider. 

Integration 
and Automation

 � Microsoft Active 
Directory: Integrate 

NAKIVO Backup & 

Replication with Microsoft 

Active Directory and map 

user groups to NAKIVO 

Backup & Replication user 

roles.

 � Dell EMC Data Domain 
Boost: Integrate NAKIVO 

Backup & Replication with 

Dell EMC Data Domain 

Boost to use source-side 

deduplication for your VM 

backups. This can reduce 

backup size by up to 94%, 

while improving backup 

performance by as much 

as 50%.

 � HTTP API: Integrate 

NAKIVO Backup & 

Replication with 

monitoring, automation, 

and orchestration 

solutions via HTTP API. This 

allows you to reduce time 

spent on data protection 

management and decrease 

data protection costs.
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VM / Servidor físico: 2 cores de CPU, 4 GB RAM
NAS: Consultar Requisitos de sistema para a lista de modelos de NAS suportados dos fabricantes: 
ASUSTOR, NETGEAR, QNAP, Synology e Western Digital 

Sistemas Operacionais
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Ambientes Suportados
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to set up bandwidth rules, making sure that your jobs do not exceed the 

bandwidth limit.

Ease of Use 
NAKIVO Backup & Replication provides a simple web interface and comes 

with several features to help you save time and effort: 

� The Calendar Dashboard displays all past, current, and future backup 

jobs in a simple calendar view

� The Flexible Job Scheduler lets you add multiple schedules to a single job.

� Global Search allows you to find and act on VMs, backups, replicas, 

jobs, repositories, transporters, and other objects. 

� Live Chat with Tech Support allows to get help without leaving the 

product interface. 

BaaS and DRaaS
Multi-Tenancy allows you to create multiple isolated tenants within one 

product instance and manage them from a single pane of glass. This way, 

you can introduce VM backup-as-a-service to your clients more easily and 

cost-effectively. Tenants can access the Self-Service Portal to offload backup, 

replication, and recovery tasks from the service provider. 

Integration 
and Automation

 � Microsoft Active 
Directory: Integrate 

NAKIVO Backup & 

Replication with Microsoft 

Active Directory and map 

user groups to NAKIVO 

Backup & Replication user 

roles.

 � Dell EMC Data Domain 
Boost: Integrate NAKIVO 

Backup & Replication with 

Dell EMC Data Domain 

Boost to use source-side 

deduplication for your VM 

backups. This can reduce 

backup size by up to 94%, 

while improving backup 

performance by as much 

as 50%.

 � HTTP API: Integrate 

NAKIVO Backup & 

Replication with 

monitoring, automation, 

and orchestration 

solutions via HTTP API. This 

allows you to reduce time 

spent on data protection 

management and decrease 

data protection costs.
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Performance 
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only the changes to the destination. In addition, NAKIVO Backup & Replication 

can use LAN-free data transfer modes (Hot Add or Direct SAN Access) to 

increase data transfer speed while offloading production networks. You can 
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System Requirements
Hardware
� VM/physical server: 2 CPU cores, 4 GB RAM

� NAS: Refer to System Requirements for a list of supported NAS models by ASUSTOR, NETGEAR, QNAP, 
Synology, and Western Digital.

Operating Systems 
� Windows Server 2008 R2 – 2016 

� Windows 7 – 10 Professional (x64) 

� Ubuntu 12.04 – 18.04 Server (x64) 

� Red Hat Enterprise Linux 6.3 – 7.4 (x64)

� SUSE Linux Enterprise Server 11 SP3 – 12 SP3 (x64) 

Supported Environments 
� AWS EC2 

� Microsoft Hyper-V 2012 – 2016

� VMware vSphere v4.1 – v6.7, ESXi 4.1– 6.7 

About NAKIVO
Founded in 2012, NAKIVO is a US corporation dedicated to developing the best data protection solution 
for VMware, Hyper-V, and cloud environments. With 20 consecutive quarters of double-digit growth, 5-star 
online community reviews, 97.3% customer satisfaction with support, and more than 10,000 deployments 
worldwide, NAKIVO is one of the fastest-growing data protection software companies in the industry. 
NAKIVO  customers include Honda, Coca-Cola, China Airlines, Microsemi, and many others. NAKIVO has 
a global presence, with over 3,000 channel partners in 134 countries worldwide. 

Learn more at www.nakivo.com
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